
www.exclaimer.com

Exclaimer Cloud
Signatures for Office 365
Getting started guide



Contents

About This Guide  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 2

What is Exclaimer Cloud - Signatures for Office 365? . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 3

Register for an Exclaimer Cloud account  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 4

Create a Signatures for Office 365 subscription  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 6

 The Exclaimer Cloud Portal  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 9

 Navigate the Exclaimer Cloud Portal . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 12

Signatures for Office 365 and data aggregation  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 14

Signatures for Office 365 and connectors in Office 365  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 18

Finding your way around Signatures for Office 365’s user interface  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 40

Further help & support  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 41

Copyright and version information . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 42

- 1 -



This aim of this guide is to provide information about installing and configuring Exclaimer Cloud - Signatures 
for Office 365. 

Here, you will find out the following details:

• How to register for an Exclaimer Cloud account.
• Create a Signatures for Office 365 subscription.
• Data aggregation in Signatures for Office 365.
• Setting up connectors to work with Signatures for Office 365.
• Finding your way around Signatures for Office 365’s user interface.

If you require further information, please refer to the Further Help & Support section on page 41.
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About This Guide



The Exclaimer Cloud – Signatures for Office 365 is the premier cloud service for centrally managing and 
controlling Microsoft Office 365 email signatures. 

With a wide choice of professionally designed email signature templates as your start point and an intuitive 
editor that lets you customize key elements and choose what information to include, you can create beautiful 
signatures with your own brand logo, images and color scheme.

From the intuitive web portal (portal.exclaimer.com) you can:

 • Select a design from the signature template library OR let Exclaimer create a custom signature*
  if you can’t find the right one for you.
 • Use different signature templates for individual users or various groups/departments.
 • Give users consistent signatures for all email with auto-completed details like names, departments  
  and job titles pulled from your Office 365 Directory.
 • Make massive cost savings by reducing the load on IT staff.
 • Update any signature element and apply the changes instantly.
 • Save hours of time by not having to use PowerShell commands or Office 365 Transport Rules.
 • Manage additional email signature elements such as social media icons, promotional banners and  
  legal disclaimers.
 • Pay a simple monthly fee to maintain total control of all organizational email signatures.

*This is a chargeable service.

When messages are sent, all enabled signatures are processed and applied as appropriate (if more than one 
signature applies for a user, the first one processed will be used). Any contact information included in the 
signature is drawn from Office 365 and/or Active Directory data, as determined during the setup process for 
Exclaimer Cloud - Signatures for Office 365.
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What is Exclaimer Cloud - 
Signatures for Office 365?

https://portal.exclaimer.com/
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When you decide to start a free trial, you will be taken to the Exclaimer Cloud Login page. Here, you will need 
to register for a new account. 

 1. Click the Sign up… button on the or the Sign up tab in the top right of the screen: 

 2. Only basic information is required to create an account. The password that you create must  be   
  longer than 6 characters and included the following:
  • An uppercase letter.
  • A lowercase letter.
  • A digit (number).

Register for an Exclaimer 
Cloud account
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 3. When this is done, click Sign up.

 4. You then need to fill in your company details. Fill in every field and click Save Address:

Your Exclaimer Cloud account has now been created. From here, you will need to set up an Active Subscription 
for the Exclaimer solution you have purchased.



Once your Exclaimer Cloud account is created, you are directed to setup a new Signatures for Office 365 
subscription:

You are asked to select how many users will be using this subscription from the first drop-down menu. You 
will not have to input an exact figure.

Once this has been selected, you need to give the subscription a name. We recommend that you make this 
something memorable, especially if you are going to be creating numerous subscriptions.
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Create a Signatures for 
Office 365 subscription



Finally, you need to read and accept the Signatures for Office 365 Terms & Conditions:
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Once you have clicked the tickbox, click the Create subscription button to complete the setup process:



The Exclaimer Cloud Portal
With the Signatures for Office 365 subscription setup process complete, you will now have full access to the 
Exclaimer Cloud portal:

On the left of the screen, you will see a message informing you that your new Signatures for Office 365 
subscription is being prepared. This usually does not take long. Click Refresh periodically if you so wish:

When complete, you will be able to access your new subscription by clicking Access online.  This starts the 
data aggregation process:

- 9 -

http://support.exclaimer.com/topic/768477-signatures-for-office-365-and-data-aggregation/
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Alternatively, you can explore the Exclaimer Cloud portal:

The details of your subscription can be seen on the right of the screen:

It shows:

 • Name - the unique name you gave your subscription. You can rename it by clicking on the pencil icon.
 • Product - the Exclaimer Cloud product you are using, which is Signatures for Office 365 in this case.
 • Status - whether it is a trial or paid subscription. If it is in trial, you will be shown how long you have  
  left before the trial expires.
 • Next payment date - this will appear even if you are currently in trial. It states the date that a   
  payment must be made in order for the subscription to remain active.
 • Location - the Azure server you have chosen.
 • ID - the unique ID set for your subscription.



You will also see a link that allows you to cancel your subscription.

At the bottom left of the screen, you are able to access and read the Terms & Conditions if you need to.
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Navigate the Exclaimer Cloud Portal
The three tabs on the top of the screen let you navigate around the Exclaimer Cloud portal. 

The Overview tab brings you to the Exclaimer Cloud home screen. From here, you can access the following 
areas:

• Access and manage your new Signatures for Office 365 subscription.
• Access and manage your Exclaimer Cloud account details.
• Add and remove payment methods.

The Payment method tab is where you add and remove credit/debit card information.
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The Account tab lets you update and manage your account details. Be aware that if you update your email 
address, you will change the address that you login with.
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When you set up a Signatures for Office 365 subscription within the Exclaimer Cloud, you will be guided 
through a couple of simple steps to activate the connection between your Office 365 tenancy and your 
Signatures for Office 365 subscription. This is known as data aggregation.

During these steps, you will grant permission for Signatures for Office 365 to read user data from your Azure/
Office 365 directory and maintain a replica in an Exclaimer Cloud database. 

 1. After you have set up your Signatures for Office 365 Active Subscription, you will be redirected to  
  the Signatures for Office 365 User Interface (UI) setup.
 2. Click Next.

 3. Signatures for Office 365 synchronizes the user data from your Azure/Office 365 directory to an   
  Exclaimer Cloud database so that it can use this data when applying email signatures. It will   
  periodically re-synchronize this data to keep it up-to-date. 

  Fill in the field that says ‘Please specify your Office 365 Domain name’:

Signatures for Office 365 
and data aggregation
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 4. Click Next.
 5. You will be taken to a page within the Microsoft Online environment where you must grant the   
  aforementioned permission. 

  Click Sign in with your Office 365 Username (this will be an email address that uses the same Office  
  365 Domain name that you input in Step 3) and password :
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 6. On the right of the page, you will be asked if you accept letting Signatures for Office 365 read your  
  Office 365/Azure directory data. Click Accept:
 

 7. You will then be returned to the Signatures for Office 365 UI setup page. It will inform you that you  
  have successfully granted permission for the Signatures for Office 365 application to read your   
  Azure/Office 365 directory data. Click Next:

 

- 16 -



 8. Once you click Next, the setup process is completed and all of your directory data is synchronized  
  with Signatures for Office 365.

 
 9. Once the data synchronization is complete, you simply have to click Next and then you can start   
  creating your first email signature in Signatures for Office 365.

 

After this, you just need to create and configure connectors in Office 365 to ensure that your mail flows 
through the Exclaimer Cloud correctly.
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http://support.exclaimer.com/topic/767973-signatures-for-office-365-and-connectors-in-office-365/


To enable Signatures for Office 365 to interact with Office 365 and our Azure servers, you must configure the 
mail flow using connectors in Office 365.

A standard Microsoft Office 365 protocol, connectors allow for emails to be rerouted to Exclaimer’s Azure 
servers, authenticated with Office 365 and sent back into Office 365 once a signature has been added. 

Note: You will need to add the following line to your email domain’s Sender Policy Framework (SPF):
 • include:spf.exclaimer.net

If you run into any difficulties, simply raise a Support Ticket at www.exclaimer.com/support/raise-ticket and 
an Exclaimer Support Engineer will contact you directly.

 1. Open a web browser and enter the URL https://portal.microsoftonline.com 
 2. Enter the username and password for your organization’s Office 365 tenancy ID. An example would  
  be exclaimer.onmicrosoft.com:
 

 

Signatures for Office 365 
and connectors in Office 365 
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https://www.exclaimer.co.uk/support/raise-ticket
https://login.microsoftonline.com/login.srf?wa=wsignin1.0&rpsnv=4&ct=1435827739&rver=6.4.6456.0&wp=MCMBI&wreply=https:%2F%2Fportal.office.com%2Flanding.aspx%3Ftarget%3D%252fdefault.aspx&lc=1033&id=501392


 3. From the Home screen menu, you need to choose the ‘admin center’ you want. To display the   
  ‘Office 365 admin center’, click the icon on the top left of the screen and then Admin from the   
  menu that appears:
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 4. You’ll be presented with the ‘Office 365 admin center’ home screen. In the bottom left of the   
  screen, scroll down to ADMIN and click on the Exchange option:
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 5. Once you are in the ‘Exchange admin center’, the left-hand pane lists the main admin options. Click  
  on mail flow from the left-hand pane:

 
 6. This will display the appropriate information and controls for your selection. In this case, tabs   
  across  the center pane give access to further pages within the mail flow option:

 7. From the tab list, click on Connectors:
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You are now going to be setting up a connector. Click the Add (+) icon. Office 365 
will ask you to specify the start and end points you want to use for a mail flow 
connector. We will begin with what we will refer to as the ‘Send connector’.

 8. You have to select the mail flow scenario using ‘From:’ and ‘To:’ drop-down menus. Set ‘From:’ to  
  ‘Office 365’ and set ‘To:’ to ‘Your organization’s email server’ as below and click Next:

  9. You now need to give the connector a descriptive name. For example, type Send to Exclaimer   
  Cloud. It is also recommended that you fill in the Description section, but this is optional:

 
 10. You then need to specify what you want to do after the connector is saved. Two options are   
  automatically ticked under the Description field:

  • ‘Turn it on’
  • ‘Retain internal Exchange email headers (recommended)’
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  Uncheck ‘Retain internal Exchange email headers (recommended)’ and click Next:
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 11. The next screen asks you when you want to use this connector. Select the ‘Only when I have a   
  transport rule…’ option. You will set up the Transport Rule later:

 
 12. Click Next. You will be asked how you want to route email messages. Click the Add (+) icon.
 13. When you choose this option, you need to add a Smart Host. Add the SaaS smart host FQDN   
  dependent on your region:

  • smtp.eu1.exclaimer.net - Europe.
  • smtp.us1.exclaimer.net - North America.

 

  Click Save.  
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You should now see the Smart Host you added in the SmartHost box. Click Next:

 
 14. On the next screen, you will be asked how you want Office 365 to connect to your email server.   
  Select ‘Any digital certificate, including self-signed certificates’ from the two radio buttons. 

  The TLS checkbox will automatically be checked, so leave this as it is:
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 15. Once you have clicked Next, make sure that you carefully review all of the Send connector   
  information is correct. Once you are happy, click Next:

 
 16. Click the Add (+) icon. 
 17. At the end, you need to make sure your connector validates. To do this, add an email address that  
  is not an Office 365 address to send a validation mail to:
 

  Click OK and then Validate:
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You’ll then see this screen showing that the connector is being checked to see if it works correctly:

  18. When the test completes, click Close and then Save:

If the connector does not validate, double-click the message displayed to get more information. You can also 
visit Fixing connector validation errors here.

- 27 -

https://technet.microsoft.com/en-GB/library/ms.exch.eac.connectorlearnmoreaboutvalidationtasks(v=exchg.150).aspx


You now need to set up a ‘Receive connector’. 

 1. Follow the first seven steps from setting up the ‘Send connector’ until you reach the ‘Select your  
  mail flow scenario’.
 2. This time, set ‘From:’ to ‘Your organization’s email server’ and ‘To:’ to ‘Office 365’. Click Next when  
  you’re done:

 
 3. Give the connector a descriptive name. For example, type Receive to Exclaimer Cloud. Again, it   
  is recommended that you fill in the Description section, but it is not mandatory. Leave both   
  tickboxes checked and click Next:
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 4. As this connector will be going in the opposite direction, the next screen will ask how Office 365  
  should identify email from your email server. You will be presented with two options to choose from:

  • ‘By verifying that the subject name on the certificate that the sending server uses to   
   authenticate with Office 365 matches this domain name (recommended)’
  • ‘By verifying that the IP address of the sending server matched one of these IP address that  
   belong to your organization’

  Select the ‘By verifying that the IP address…..’ radio button:

 
 5. Click the Add (+) icon under the option that you have just selected in order to enter the IP address.
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 6. Enter the IP for the SaaS SMTP dependent on your region and click OK:
  • 104.40.229.156 - Europe.
  • 191.237.4.149 - North America.
 

 7. You should now see the IP address in the box below. Click Next:
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 8. Review all of the setting information is correct and then click Save:

 
Your ‘Exchange admin center screen’ should currently look like this:

 
 You will see the two connectors that you have set up.
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Finally, you need to set up a Transport Rule so that the ‘Send connector’ works when messages are redirected.

 1. In the ‘Exchange admin center’, click the rules tab from the center menu:

 
 2. Click the Add (+) icon and select ‘Create a new rule…’ from the drop-down menu:
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 3. The new transport rule window will be displayed. Ignore all the information you are presented   
  with and click on the ‘More options…’ hyperlink at the bottom of the window:

 
4. Give the rule an appropriate name. For example, type Send to Exclaimer Cloud.
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 5. Under the ‘Apply this rule if…’ option, select ‘The sender…’ then ‘is external/internal’:

 
 6. You then need to select the sender location, which is done through a separate lightbox that will   
  appear on screen. In the ‘select sender location’ lightbox, it will automatically be set to ‘Inside the  
  organization’. Leave this as it is and simply click OK:
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 7. You now want to make sure that email messages are redirected to the ‘Send connector’ you set  
  up earlier. Go to the ‘Do the following…’ dropdown menu and select ‘Redirect the message to…’,  
  then ‘the following connector’:

 
 8. A lightbox will appear asking you to select the connector. Select the ‘Send connector’ (named in  
  this guide as Send to Exclaimer Cloud) and click OK:

 
 9. Under the ‘Except if…’ option, click ‘Add exception’:

  This will open up a new dropdown menu.
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 10. In this new dropdown, select ‘A message header…’ and then ‘matches these text patterns’:

  11. Click on the ‘Enter text…’ hyperlink:
 

 12. Enter the word ‘X-ExclaimerHostedSignatures-MessageProcessed’ (no quotation marks) in the   
  ‘specify header name’ field and click OK:

 
 13. Click on the ‘Enter text patterns…’ hyperlink:
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 14. Enter the text ‘[a-zA-Z0-9]*’ (no quotation marks). Click the Add (+) icon and then click OK: 

 
 15. Click the ‘Add exception’ button again:

 
 16. In the new dropdown, select ‘The sender…’ and then ‘address matches these text patterns’:
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 17. In the ‘specify words or phrases’ box enter ‘<>’ (no quotation marks). Click the Add (+) icon and   
  click  OK. Finally click Save and you’ve now set up your transport rule:

 
 18. Check that your screen corresponds with the one below:
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If you have completed all of these steps correctly, all of your emails delivered via Office 365 will receive a 
high-quality email signature.

To check that signatures are being added:

 • Send an email from a mailbox on your email server to an Internet mailbox.
 • Check your Sent Items in your email client.
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Exclaimer Cloud – Signatures for Office 365 is an email signature management experience like no other. We’ve 
used over 15 years’ experience to create this next generation tool for all organizations using Office 365.

Built for all IT abilities, the home screen is where you create and manage all your signatures via this easy-to-
use web portal. When you activate any of your Signatures for Office 365 Active Subscriptions, any existing 
email signatures are displayed as tiles on the Home screen:

From here, you use menu options, found at the top of the page to create or manage email signatures. 
Alternatively, you can focus on a particular signature tile and from there, choose to change the signature’s 
setup or access further options.

Note: The order that the signature tiles are displayed here is important as it reflects the sequence in which 
email signatures are applied. 

Finding your way around Signatures 
for Office 365’s user interface
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Contact details

Worldwide online support www.exclaimer.com/support/raise-ticket

Online demonstrations www.exclaimer.com/online-demos

Exclaimer Cloud Knowledge Base support.exclaimer.com/forum/42483-exclaimer-cloud-
account/

Signatures for Office 365 Knowledge Base support.exclaimer.com/forum/42487-signatures-for-
office-365/

UK - Telephone +44 (0) 1252 531 422

USA & Canada - Telephone +1-888-450-9631

Benelux - Telephone +31 (0) 228-567066

Germany/DACH - Telephone +49 (0) 421 5371 458

Australasia - Telephone +61 1800 464 509

Rest of the World - Telephone +44 (0) 1252 531 422

Further help & support
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Copyright and version 
information

The content of this Help Guide is the property of Exclaimer Limited.

We believe that the information in our Help Guide is reliable and we have taken much care in its preparation. 
However, we cannot accept any responsibility for any consequences (including loss of profit, or indirect, 
special or consequential damages) arising from the use of this material.

Please note that we have an ongoing program of software enhancements and updates. As such, actual screens 
may vary from those shown in this help. Please refer to your system administrator or contact us if you have 
a query.

This document was last updated: 13th May 2015

© 2015 - Exclaimer Limited.

All rights reserved.  Exclaimer Cloud - Signatures for Office 365 and other Exclaimer devices are either 
registered trademarks or trademarks of Exclaimer Limited in the United Kingdom and/or other countries.
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